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Transparency is a slippery word; the kind of word that, like reform, sounds good and so ends up
getting attached to any random political thing that someone wants to promote. But just as it’s
silly to talk about whether “reform” is useful (it depends on the reform), talking about
transparency in general won’t get us very far. Everything from holding public hearings to
requiring police to videotape interrogations can be called “transparency”—there’s not much
that’s useful to say about such a large category.

In general, you should be skeptical whenever someone tries to sell you on something like
“reform” or “transparency.” In general, you should be skeptical. But in particular, reactionary
political movements have long had a history of cloaking themselves in nice words. Take the
Good Government (goo-goo) movement early in the twentieth century. Funded by prominent
major foundations, it claimed that it was going to clean up the corruption and political
machines that were hindering city democracy. Instead, the reforms ended up choking
democracy itself, a response to the left-wing candidates who were starting to get elected.

The goo-goo reformers moved elections to off-years. They claimed this was to keep city politics
distinct from national politics, but the real effect was just to reduce turnout. They stopped
paying politicians a salary. This was supposed to reduce corruption, but it just made sure that
only the wealthy could run for office. They made the elections nonpartisan. Supposedly this
was because city elections were about local issues, not national politics, but the effect was to
increase the power of name recognition and make it harder for voters to tell which candidate
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was on their side. And they replaced mayors with unelected city managers, so winning
elections was no longer enough to effect change.*

Of course, the modern transparency movement is very different from the Good Government
movement of old. But the story illustrates that we should be wary of kind nonprofits promising
to help. I want to focus on one particular strain of transparency thinking and show how it can
go awry. It starts with something that’s hard to disagree with.

5JCTKPI�&QEWOGPVU�YKVJ�VJG�2WDNKE
Modern society is made of bureaucracies and modern bureaucracies run on paper: memos,
reports, forms, filings. Sharing these internal documents with the public seems obviously good,
and indeed, much good has come out of publishing these documents, whether it’s the National
Security Archive, whose Freedom of Information Act (FOIA) requests have revealed decades
of government wrongdoing around the globe, or the indefatigable Carl Malamud and his
scanning, which has put terabytes of useful government documents, from laws to movies,
online for everyone to access freely.

I suspect few people would put “publishing government documents on the Web” high on their
list of political priorities, but it’s a fairly cheap project (just throw piles of stuff into scanners)
and doesn’t seem to have much downside. The biggest concern—privacy—seems mostly taken
care of. In the United States, FOIA and the Privacy Act (PA) provide fairly clear guidelines for
how to ensure disclosure while protecting people’s privacy.

Perhaps even more useful than putting government documents online would be providing
access to corporate and nonprofit records. A lot of political action takes place outside the formal
government, and thus outside the scope of the existing FOIA laws. But such things seem totally
off the radar of most transparency activists; instead, giant corporations that receive billions of
dollars from the government are kept impenetrably secret.

)GPGTCVKPI�&CVCDCUGU�HQT�VJG�2WDNKE
Many policy questions are a battle of competing interests—drivers don’t want cars that roll
over and kill them when they make a turn, but car companies want to keep selling such cars.
If you’re a member of Congress, choosing between them is difficult. On the one hand are your
constituents, who vote for you. But on the other hand are big corporations, which fund your
reelection campaigns. You really can’t afford to offend either one too badly.

So, there’s a tendency for Congress to try a compromise. That’s what happened with, for
example, the Transportation Recall Enhancement, Accountability, and Documentation

* For more, see http://sociology.ucsc.edu/whorulesamerica/power/local.html.
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(TREAD) Act. Instead of requiring safer cars, Congress simply required car companies to report
how likely their cars were to roll over. Transparency wins again!

Or, for a more famous example: after Watergate, people were upset about politicians receiving
millions of dollars from large corporations. But, on the other hand, corporations seem to like
paying off politicians. So instead of banning the practice, Congress simply required that
politicians keep track of everyone who gives them money and file a report on it for public
inspection.

I find such practices ridiculous. When you create a regulatory agency, you put together a group
of people whose job is to solve some problem. They’re given the power to investigate who’s
breaking the law and the authority to punish them. Transparency, on the other hand, simply
shifts the work from the government to the average citizen, who has neither the time nor the
ability to investigate these questions in any detail, let alone do anything about it. It’s a farce:
a way for Congress to look like it has done something on some pressing issue without actually
endangering its corporate sponsors.

+PVGTRTGVKPI�&CVCDCUGU�HQT�VJG�2WDNKE
Here’s where the technologists step in. “Something is too hard for people?” they hear. “We
know how to fix that.” So they download a copy of the database and pretty it up for public
consumption—generating summary statistics, putting nice pictures around it, and giving it a
snazzy search feature and some visualizations. Now inquiring citizen can find out who’s
funding their politicians and how dangerous their cars are just by going online.

The wonks love this. Still stinging from recent bouts of deregulation and antigovernment
zealotry, many are now skeptical about government. “We can’t trust the regulators,” they say.
“We need to be able to investigate the data for ourselves.” Technology seems to provide the
perfect solution. Just put it all online—people can go through the data while trusting no one.

There’s just one problem: if you can’t trust the regulators, what makes you think you can trust
the data?

The problem with generating databases isn’t that they’re too hard to read; it’s the lack of
investigation and enforcement power, and websites do nothing to help with that. Since no
one’s in charge of verifying them, most of the things reported in transparency databases are
simply lies. Sometimes they’re blatant lies, like how some factories keep two sets of books on
workplace injuries: one accurate one, reporting every injury, and one to show the government,
reporting just 10% of them.† But they can easily be subtler: forms are misfiled or filled with
typos, or the malfeasance is changed in such a way that it no longer appears on the form.
Making these databases easier to read results only in easier-to-read lies.

Three examples:

† Fast Food Nation, Eric Schlosser, Houghton Mifflin, 2001.
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• Congress’s operations are supposedly open to the public, but if you visit the House floor
(or if you follow what they’re up to on one of these transparency sites) you find that they
appear to spend all their time naming post offices. All the real work is passed using
emergency provisions and is tucked into subsections of innocuous bills. (The bank bailouts
were put in the Paul Wellstone Mental Health Act.) Matt Taibbi’s The Great Derangement

(Spiegel & Grau) tells the story.

• Many of these sites tell you who your elected official is, but what impact does your elected
official really have? For 40 years, people in New York thought they were governed by their
elected officials—their city council, their mayor, their governor. But as Robert Caro
revealed in The Power Broker (Vintage), they were all wrong. Power in New York was
controlled by one man, a man who had consistently lost every time he’d tried to run for
office, a man nobody thought of as being in charge at all: Parks Commissioner Robert
Moses.

• Plenty of sites on the Internet will tell you who your representative receives money from,
but disclosed contributions are just the tip of the iceberg. As Ken Silverstein points out in
his series of pieces for Harper’s (some of which he covers in his book Turkmeniscam

[Random House]), being a member of Congress provides for endless ways to get perks and
cash while hiding where it comes from.

Fans of transparency try to skirt around this. “OK,” they say, “but surely some of the data will
be accurate. And even if it isn’t, won’t we learn something from how people lie?” Perhaps
that’s true, although it’s hard to think of any good examples. (In fact, it’s hard to think of any
good examples of transparency work accomplishing anything, except perhaps for more
transparency.) But everything has a cost.

Hundreds of millions of dollars have been spent funding transparency projects around the
globe. That money doesn’t come from the sky. The question isn’t whether some transparency
is better than none; it’s whether transparency is really the best way to spend these resources,
whether they would have a bigger impact if spent someplace else.

I tend to think they would. All this money has been spent with the goal of getting a straight
answer, not of doing anything about it. Without enforcement power, the most readable
database in the world won’t accomplish much—even if it’s perfectly accurate. So people go
online and see that all cars are dangerous and that all politicians are corrupt. What are they
supposed to do then?

Sure, perhaps they can make small changes—this politician gets slightly less oil money than
that one, so I’ll vote for her (on the other hand, maybe she’s just a better liar and gets her oil
money funneled through PACs or foundations or lobbyists)—but unlike the government, they
can’t solve the bigger issue: a bunch of people reading a website can’t force car companies to
make a safe car. You’ve done nothing to solve the real problem; you’ve only made it seem
more hopeless: all politicians are corrupt, all cars are dangerous. What can you do?
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What’s ironic is that the Internet does provide something you can do. It has made it vastly
easier, easier than ever before, to form groups with people and work together on common
tasks. And it’s through people coming together—not websites analyzing data—that real
political progress can be made.

So far we’ve seen baby steps—people copying what they see elsewhere and trying to apply it
to politics. Wikis seem to work well, so you build a political wiki. Everyone loves social
networks, so you build a political social network. But these tools worked in their original setting
because they were trying to solve particular problems, not because they’re magic. To make
progress in politics, we need to think best about how to solve its problems, not simply copy
technologies that have worked in other fields.

Data analysis can be part of it, but it’s part of a bigger picture. Imagine a team of people coming
together to tackle some issue they care about—food safety, say. You can have technologists
poring through safety records, investigative reporters making phone calls and sneaking into
buildings, lawyers subpoenaing documents and filing lawsuits, political organizers building
support for the project and coordinating volunteers, members of Congress pushing for hearings
on your issues and passing laws to address the problems you uncover, and, of course, bloggers
and writers to tell your stories as they unfold.

Imagine it: an investigative strike team, taking on an issue, uncovering the truth, and pushing
for reform. They’d use technology, of course, but also politics and the law. At best, a
transparency law gets you one more database you can look at. But a lawsuit (or congressional
investigation)? You get to subpoena all the databases, as well as the source records behind
them, then interview people under oath about what it all means. You get to ask for what you
need, instead of trying to predict what you may someday want.

This is where data analysis can be really useful. Not in providing definitive answers over the
Web to random surfers, but in finding anomalies and patterns and questions that can be seized
upon and investigated by others. Not in building finished products, but by engaging in a process
of discovery.

But this can be done only when members of this investigative strike team work in association
with others. They would do what it takes to accomplish their goals, not be hamstrung by
arbitrary divisions between “technology” and “journalism” and “politics.”

Right now, technologists insist that they’re building neutral platforms for anyone to find data
on any issue. Journalists insist that they’re objective observers of the facts. And political types
assume they already know the answers and don’t need to investigate further questions. They’re
each in their own silo, unable to see the bigger picture.

I certainly was. I care passionately about these issues—I don’t want politicians to be corrupt; I
don’t want cars to kill people—and as a technologist I’d love to be able to solve them. That’s
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why I got swept up in the promise of transparency. It seemed like just by doing the things I
knew how to do best—write code, sift through databases—I could change the world.

But it just doesn’t work. Putting databases online isn’t a silver bullet, as nice as the word
transparency may sound. But it was easy to delude myself. All I had to do was keep putting
things online and someone somewhere would find a use for them. After all, that’s what
technologists do, right? The World Wide Web wasn’t designed for publishing the news—it was
designed as a neutral platform that could support anything from scientific publications to
pornography.

Politics doesn’t work like that. Perhaps at some point putting things on the front page of the
New York Times guaranteed that they would be fixed, but that day is long past. The pipeline of
leak to investigation to revelation to report to reform has broken down. Technologists can’t
depend on journalists to use their stuff; journalists can’t depend on political activists to fix the
problems they uncover. Change doesn’t come from thousands of people, all going their
separate ways. Change requires bringing people together to work on a common goal. That’s
hard for technologists to do by themselves.

But if they do take that as their goal, they can apply all their talent and ingenuity to the
problem. They can measure their success by the number of lives that have been improved by
the changes they fought for, rather than the number of people who have visited their website.
They can learn which technologies actually make a difference and which ones are merely
indulgences. And they can iterate, improve, and scale.

Transparency can be a powerful thing, but not in isolation. So, let’s stop passing the buck by
saying our job is just to get the data out there and it’s other people’s job to figure out how to
use it. Let’s decide that our job is to fight for good in the world. I’d love to see all these amazing
resources go to work on that.

#DQWV�VJG�#WVJQT
##410�59#46< is the cofounder of reddit.com, OpenLibrary.org, and
Watchdog.net. He is a coauthor of the RSS 1.0 specification and is on
the board of Change Congress. He currently codirects the Progressive
Change Campaign Committee.

��� � % *#26 '4 � 69'06; � ( + 8 '

http://www.reddit.com
http://openlibrary.org/
http://watchdog.net
http://boldprogressives.org
http://boldprogressives.org

	Table of Contents
	Foreword
	Preface
	How This Book Is Organized
	Safari® Books Online
	How to Contact Us
	Acknowledgments

	Chapter 1. A Peace Corps for Programmers
	Tipping Point: The Extinction of Pencils
	Competition Is Critical to Any Ecosystem
	Creating a Developer Corps
	Conclusion
	About the Author

	Chapter 2. Government As a Platform
	Government As a Platform
	Lesson 1: Open Standards Spark Innovation and Growth
	Lesson 2: Build a Simple System and Let It Evolve
	Lesson 3: Design for Participation
	A Robustness Principle for Government
	Lesson 4: Learn from Your “Hackers”
	Data Is the “Intel Inside”

	Lesson 5: Data Mining Allows You to Harness Implicit Participation
	Lesson 6: Lower the Barriers to Experimentation
	Lesson 7: Lead by Example
	Practical Steps for Government Agencies
	About the Author

	Chapter 3. By the People
	About the Author

	Chapter 4. The Single Point of Failure
	The Closed Model of Decision Making
	New Technologies and Civic Life
	Participatory Democratic Theory in the Age of Networks
	The Failure of Direct Democracy
	The Timidity of Deliberative Democracy
	Distinguishing Deliberative and Collaborative Democracy
	The Argument for an Open and Collaborative Democracy
	Challenges for Collaborative Democracy

	About the Author

	Chapter 5. Engineering Good Government
	The Articles of Confederation and the Stovepipe Antipattern
	The First Constitution
	The Stovepipe Antipattern
	Order from Chaos: The Standards Reference Model
	The Constitution As a Standards Reference Model

	Continued Maintenance: The Blob and Confederacy
	The Blob
	The blob and government


	Conclusion
	About the Author

	Chapter 6. Enabling Innovation for Civic Engagement
	Citizen Initiatives Lead the Way
	Providing for Reuse and Innovation
	Data Authenticity Down the Line
	Why Bother with Bulk?
	Conclusion
	About the Authors

	Chapter 7. Online Deliberation and Civic Intelligence
	Definitions and Assertions
	The Context of Deliberation

	Democracy, Deliberation, and the Internet
	Online Civic Deliberation
	Support for Online Civic Deliberation
	E-Liberate is created


	Findings and Issues
	Role of the Chair
	Distributed Meeting Attendees
	Social Environment Requirements
	E-Liberate’s Role

	Conclusion
	About the Author

	Chapter 8. Open Government and Open Society
	Transparency’s Moment?
	The Dark Side of Open Government
	The Missing Diagnosis
	Targeted Transparency
	A Matter of Politics
	Conclusion
	About the Authors

	Chapter 9. “You Can Be the Eyes and Ears”: Barack Obama and the Wisdom of
  Crowds
	Change.gov Shows How to Change the Gov
	“You Can Be the Eyes and Ears”
	Recovery.gov Site Still Under Construction
	Online Town Hall or “Participation Theater”?
	Open Data and Open Government
	Co-creation, Co-optation, or Collision?
	About the Author

	Chapter 10. Two-Way Street: Government with the
  People
	Pockets of Excellence: The Goverati
	GovLoop and BRIDGE: Networks for Government Employees
	Reversing the Obscurity of Public Servants
	Harnessing Social Capital

	Conclusion
	About the Author

	Chapter 11. Citizens’ View of Open Government
	The First “We President”
	The Internet Has Made Us Lazy
	Toward a Findable Government
	Advanced Citizenship
	Conclusion
	About the Author

	Chapter 12. After the Collapse: Open Government and the Future of Civil
  Service
	The Coasean Collapse
	The Long Tail of Public Policy
	Patch Culture
	The End of Objectivity
	Two Preconditions to Government As Platform: Capacity for Self-Organization and Collaboration
	Extend the Network
	The Next Civil Service Culture: The Gift Economy
	Conclusion
	About the Author

	Chapter 13. Democracy, Under Everything
	Many Voices, Many Messages, One Government
	My Idea
	Constitutional Guidance: Avoid Secrecy Via Access
	Meeting Modern-Day Needs

	Revealing Obscured Government Data
	Improving Communication without Being Crushed by Email
	How to Improve Civic Engagement
	Short-Term Solutions for Citizens
	Be knowledgeable
	Focus on quality over quantity
	Clearly identify your emails
	Forego the use of form letters

	Long-Term Solutions for the Government
	Use XML to disseminate data
	Use open source tools


	Conclusion
	About the Author

	Chapter 14. Emergent Democracy
	Democracy As a Scaling Mechanism
	Informal Self-Government
	Increasing Scale, Increasing Formalization

	Limiting Factors and the Internet
	Building an Emergent Democracy
	Underlying Principles
	The Themis Constitution
	One Click Orgs and Virtual Corporations

	The Road to Emergent Democracy
	About the Author

	Chapter 15. Case Study: Tweet Congress
	Tweet Congress: Build an App, Start a Movement
	The Idea
	Building the App
	Open source fuels open government
	Be someone else’s foundation, set your app free


	Starting the Movement: We Are All Lobbyists Now
	Inflection Point

	So, Who Gets It?
	Impact
	The TC Effect
	A Valuable Resource

	Conclusion
	About the Authors

	Chapter 16. Entrepreneurial Insurgency: Republicans Connect With the American
  People
	Entrepreneurial Insurgency and Congress
	Congress Tweets, Too
	I YouTube, You YouTube
	Gathering Effective Tools

	Social Media and the Fight for Transparency
	Conclusion
	About the Author

	Chapter 17. Disrupting Washington’s Golden Rule
	The Bad Old Days: When Insiders Ruled
	This Is the Mashable Now
	What Comes Next
	About the Author

	Chapter 18. Case Study: GovTrack.us
	Opening Legislative Data
	Screen Scraping Congress
	Congressional Mashups
	Changing Policy from the Outside

	Engaging the GovTrack Community
	Conclusion
	About the Author

	Chapter 19. Case Study: FollowTheMoney.org
	Accessing Political Donor Data Fraught with Problems
	The National Institute on Money in State Politics’ Role in the Fight for Greater Transparency
	Bolstering the Spirit of Public Disclosure Laws
	State-Level Transparency Faces Serious Challenges
	In an Ideal World: Recommendations for Open Data
	Conclusion
	About the Author

	Chapter 20. Case Study: MAPLight.org
	Why We Founded MAPLight.org
	MAPLight.org’s Unique Contribution
	Nuts and Bolts: Using MAPLight.org
	Votes
	Timeline
	Committees
	How Each Legislator Voted
	Other Tools

	Barriers to Transparency
	Conclusion
	About the Author

	Chapter 21. Going 2.0: Why OpenSecrets.org Opted for
  Full Frontal Data Sharing
	The Decision to Let Go of the Data
	It’s Not Easy Being Open
	Creating a New Model for Transparency
	The Future Is Now
	Conclusion
	About the Author

	Chapter 22. All Your Data Are Belong to Us: Liberating Government Data
	Liberating Government Data: Carl Malamud Versus the Man
	Disclosing Government Data: Paper Versus the Internet
	Accessing Government Data: Open Distribution Versus Jealous Control
	Demanding Government Data: Public Money Versus Private Research
	RECAP: Freeing PACER Documents for Public Use
	Conclusion
	About the Author

	Chapter 23. Case Study: Many Eyes
	Policy
	From Policy to Politicians
	Visual Literacy
	Conclusion
	About the Authors

	Chapter 24. My Data Can’t Tell You That
	The How and Why of Data Collection
	Federal Data: Approximations Galore
	Good Data Doesn’t Mean Good Results
	Conclusion
	About the Author

	Chapter 25. When Is Transparency Useful?
	Sharing Documents with the Public
	Generating Databases for the Public
	Interpreting Databases for the Public
	An Alternative
	About the Author

	Chapter 26. Transparency Inside Out
	Complexity Creates Opacity
	Transparency, Meet Institutional Inertia
	Kaleidoscope IT: One-Off Apps Obscure Information
	A Market Focused on Proposals, Not Products
	Framing the Window
	Downsize or Eliminate Organizational IT Development Teams
	User Analytics
	IT Transparency
	IT Products, Not Projects
	Set the Tone at the Top
	Bottom-Up Change Through Young Technologists

	Conclusion
	About the Author

	Chapter 27. Bringing the Web 2.0 Revolution to
  Government
	Government Transparency: Three Hurdles
	Changing Policies
	Deploying Twenty-First-Century Technology
	Appointing the first federal CIO
	Encouraging data mashups

	Changing the Culture Within Government

	Putting It All Together: Disclosure of Federal Spending
	Policy Changes to Get Deeper Information on Recipients
	Using Technology to Make Recovery Act Data Accessible, Understandable, and Usable
	Changing the Culture to Emphasize Effectiveness, Performance, and Equity

	Conclusion
	About the Authors

	Chapter 28. Toads on the Road to Open Government
  Data
	What Is Government?
	Data Collection
	Exposing the Soul of Government
	Privacy and Legal Restrictions
	The Culture of Bureaucracies and Homeland Security
	Ancient Media
	Proprietary and Medieval Databases
	Ethically Questionable Information (Privacy)
	Ethically Questionable Information (Sharing)
	Cost

	Conclusion
	About the Author

	Chapter 29. Open Government: The Privacy Imperative
	Privacy-Enhancing Practices
	Data Minimization
	Anonymous Access
	Controlled Backups
	Data Retention and Decommissioning
	Minimal Disclosure
	Data-Sharing Integrity: Data Tethering
	Accountability
	Transparent Transparency

	Conclusion
	About the Authors

	Chapter 30. Freedom of Information Acts: Promises
  and Realities
	The Act and Amendments
	Open to All
	Research and Prepare
	Exemptions, Denials, and Delays
	FOIA Strategies That Work

	Conclusion
	About the Author

	Chapter 31. Gov→Media→People
	Crowdsourcing in Action
	Conclusion
	About the Author

	Chapter 32. Open Source Software for Open Government Agencies
	Advantages of FLOSS for Government and Public Agencies
	Independence from Suppliers
	Fulfillment of Specific Requirements
	Adoption of Open Standards
	Public Scrutiny
	Long-Term Availability
	Impact in the Society at Large
	Impact on Local Industry
	Staff Empowerment

	Best Practices: Management
	Consider All the Factors, Both Technical and Contextual
	Be Sure of Management’s Commitment to the Transition
	Prepare a Clear View of What’s Expected, Including Measurable Benchmarks
	Make Sure the Timetable Is Realistic
	Review the Current Software/IT Procurement and Development Procedure
	Seek Out Advice or Search for Information on Similar Transitions
	Avoid “Big Switch” Transition, and Favor Incremental Migrations
	Promote Collaboration and Pooling of Resources

	Best Practices: Technical
	Understand the Way FLOSS Is Developed
	Survey the Agency’s Software, Hardware, and Required Functionality
	Use the Flexibility of FLOSS to Create Local Adaptations
	Much More Software Is Available Than What Is Installed by Default
	Always Favor Stability over Functionality
	Design the Workflow Support Infrastructure to Reduce “Impedance Mismatches”
	Introduce a Trouble Ticket System
	Compile and Update a Detailed Migration Workbook

	Best Practices: Social
	Provide Training and Communication About the FLOSS Model
	Don’t Force the Change on Users; Provide Explanations Instead
	Use the Migration As an Opportunity to Improve Users’ Skills

	Make It Easy to Experiment and Learn
	Establish Meeting Points and Repositories

	Conclusion
	References
	About the Authors

	Chapter 33. Why Open Digital Standards Matter in
  Government
	Badly Used Technology Hinders Progress
	The Digital Age Explained
	Standards and the Problems with Digital Technology
	Why Has Digital Gone Bad So Often?

	The Huge Positive Potential of Digital Technologies
	Free and Open Standards and Software: The Digital Basis of Open Government
	Conclusion
	About the Author

	Chapter 34. Case Study: Utah.gov
	A Historical Perspective
	What Today’s Landscape Looks Like
	Champions Discovered in All Branches of State Government
	The Dramatic Shift to Web 2.0 Principles and Tools
	External Users Dictated Technology Course
	Web 2.0 Becomes Part of the Technical Architecture
	Utah’s Multimedia Portal Leverages Web 2.0 Services

	Making Data More Accessible
	Concerns About Security and Productivity

	Conclusion
	About the Author

	Memo from President Obama on Transparency and Open Government
	Index

